
First Judicial District of Pennsylvania’s (“FJD”) 
Request for Proposal (“RFP”) 

For 

Camera, Wireless Panic Button and Wifi Project 
 Dated September 25, 2018 

VENDOR’S QUESTIONS AND ANSWERS (“Q&A”) 
http://courts.phila.gov 

PLEASE BE ADVISED THAT THE DEADLINE FOR THE ABOVE REFERENCED RFP HAS BEEN 
EXTENDED TO NOVEMBER 20, 2018, BY 3:00 P.M.   

 
EXCEPT THOSE MODIFICATIONS STATED HEREIN, ALL OTHER TERMS AND CONDITIONS OF 

THE RFP REMAIN IN FULL FORCE AND EFFECT. 

 
I. Cameras 
Q1.  Will the building be available for a tour to determine the camera needs?  
 A tour has not been scheduled at this time, but the FJD reserves the right to schedule a tour at a 
 later date. 
 
Q2. Will cameras be required in the stairwells?  
 Camera placement should be made in accordance with the plans in Attachment 1. 
 
Q3.  What is the exact make and model number of the 36 cameras?  

Due to a change in circumstances, the FJD will no longer be utilizing the cameras previously 
purchased, as such, the vendor will not need to integrate with these cameras. 

 
Q4.  What is the complete inventory of the camera solution that was purchased? Please include the  
 mounts, storage: DVR/NVR, Licenses, and Warranty.  
 Please refer to Q3. 

a) Was the server sized based on 36 cameras?  
b) What is the desired frames per second per camera?  
c) What is the desired storage requirement of video?  
d) Are your cameras ONVIF compliant?  

 
Q5.  When was the camera solution purchased?  
 See Q3 above. 
 
Q6.  Are the cameras all IP?  
 See Q3 above. 
 
Q7.  Are the cameras a mix of indoor and out?  

See Q3 above. 
 
Q8. Your maps did not designate where cameras are to be installed?  
 See Q2 above. 
 
Q9.  What is the recorder, dvr nvr equipment that you have and would like to use? 
 Not available at this time. 



 
Q10.  Are the switches requested just to run the Wi-Fi and cameras?  
 All switches are Juniper 4300. 
 
Q11.  Can the Wi-Fi and Cameras run on the same network?  
 Same network, separate VLAN. 
 
Q12.  What more can you tell us about the core and edge switches you want?  
 Juniper 9300 series. 

a. Should switches be 10G capable?  
Yes. 

b. Should they be 40G capable?  
Max 10G. 

 
Q13.  If a controller solution is required, should it be redundant? 
 1 centralized with 2 clients. 
 
II. Wireless Panic Buttons 
Q14.  Has the City created a list of where each panic button will be deployed?  
 There is no list at this time, however, panic buttons are required for all interview booths and  
 reception/waiting room booths.  
  
III. Wifi 
Q15.  Whom will the Wi-Fi serve?  
 Public and Domain users with 2 factor authentication. 
 
Q16.  What type of Wi-Fi coverage is expected?  
 Goal is to have all public waiting areas/conference rooms and training rooms. 
 
Q17.  Will Wi-Fi be expected in the holding cell areas?  
 No. 
 
IV. General Questions 
Q18.  How is the MDF connected to the IDF’s?  
            10gbs fiber infrastructure.  
 
Q19.  Can you provide the exact number of access points required?  
 No, we’re looking to the vendors to provide their best solution. 

a. How was this count determined?  
b. What types of devices will this serve?  

 
Q20.  What work hours will be allowed?  
 Work hours will need to be coordinated with Prime builder. 
 
Q21.  Please confirm there are no needs on the 4th or 5th floor of 714 Market Street.  
 The FJD does not have operations on the 4th and 5th floors of 714 Market Street. 
 
Q22.  Is it possible to have a site visit? 
 Please refer to Q1. 
 
Q23.  Is or will a bond be required? 



A surety will not be required at this time; however, the FJD reserves the right to require a surety at 
a later time. 

 
Q24.  Is there a work completion date? 
 Work must be completed by 2/28/2019. 


